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Privacy Notice 
Brooks Macdonald Asset Management (International) Limited (Brooks Macdonald International or we/us) is 

committed to protecting the privacy of the people that we receive information about. This means that we take 

steps to lawfully, fairly and transparently process any personal data that is made available to us, in accordance 

with: the Data Protection (Jersey) Law 2018, the Data Protection (Bailiwick of Guernsey) Law 2017, the Isle of Man 

Data Protection Act 2018, the UK General Data Protection Regulation and the Data Protection Act 2018, the 

General Data Protection Regulation (Regulation (EU) 2016/679) and any other applicable domestic legislation 

(the “Data Protection Laws”). 

This Privacy Notice (“Notice”), together with our Client Agreement and our Cookie Policy (found here  

www.brooksmacdonald.com/site-services/privacy-and-cookies ) sets out the basis on which we will process 

your personal data. If you have any queries about this Notice or how we use your data, you can contact us using 

the contact details below. 

When we refer to “personal information” or “personal data" in this Notice, we mean information which identifies 

you as an individual, or is capable of doing so. In the context of this Notice, the terms “personal information” and 

“personal data” may be used interchangeably. 

Please read this Notice carefully. By providing your personal data to us and/or applying to use our services, you 

acknowledge that your personal data will be used in accordance with this Notice, our Client Agreement and our 

Cookie Policy. 
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1. When do we collect personal information? 

We may collect personal information about you when: 

• you, or someone acting on your behalf, enquires about our services or complete forms in relation to 

attending, or participating in, an event, including registering for tickets online; 

• you register with us, apply to use any of our services, become our client, or contact us in person, by 

telephone, by e-mail or by post and we go on to provide services to you; 

• you voluntarily complete customer surveys, enter a competition or promotion, provide feedback or 

complete a contact form on our website; 

• you attend and participate in an event at one of our premises; and 

• we receive some personal data about you through the course of providing services to one of our clients, 

for example if you are; 

o the professional adviser, guardian or attorney of one of our clients; or 

o a relative or an associate (such as the employer) of one of our clients and we receive your personal 

data whilst providing services to them. 

In most instances, we will be the data controller, as defined under applicable Data Protection Laws, of any 

personal data which we collect from or about you. 

We may collect information about you from fraud prevention agencies and other organisations when we 

undertake checks such as identification verification checks, as explained further below. 

Information may also be collected about you when you visit our websites (for example via cookies), such as your 

IP address and other browser-generated information. More information about this can be found in our Cookie 

Policy ( www.brooksmacdonald.com/site-services/privacy-and-cookies ). 

We record all calls for training and quality purposes and to enable us to deal effectively with queries or 

complaints and in the case where customers place transactions on regulated markets, in order to comply with 

our regulatory obligations.  

In order for us to provide services to our clients we may need to process some personal data about other people 

who are connected to them (‘third parties’). 

Typically, the personal data we will collect will either be: 

• Data that has been provided to us directly by the third party (for example, because they have contacted 

us about one of our clients); or else 

• Data that has been provided to us by our client or their representative (for example, because records 

about our clients’ affairs also contain personal data about third parties). 

This personal data may be contained in telephone call recordings, electronic communications, minutes of face-

to-face meetings and written correspondence. 

http://www.brooksmacdonald.com/site-services/privacy-and-cookies
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2. What information will we collect? 

We may collect the following information: 

• Identification, background and contact details: 

o your biographical information such as your name, title, gender, date of birth, your nationality, 

country of birth, country of residence, employment status and tax identification number (i.e. 

National Insurance number); 

o your contact details, such as your address, email address, online chat or social media account details 

and telephone number(s); 

o passport details, driving licence and utility bills; 

o details of the services you request from us; 

o any records held by financial crime prevention agencies, on the electoral register and by providers 

of utility services;  

o details of your employment status, income and source of wealth; 

o your image, audio and likeness (as captured on a webinar, in photographs or on recordings we 

make of an event, and on CCTV where an event is hosted at one of our premises); 

o your qualifications, professional experience and institution or employer (where this is relevant to 

an event); and 

o information about your school, educational background, and family financial information (such as 

family income) where this is relevant to an event. 

• Online and transactional details: 

o details of your IP address, browser type and operating system when you visit our website; 

o details of events that you have attended in the past or for which you are registered to attend in the 

future;  

o where relevant, payment details and your financial transactions in relation to our events; and 

o records of communications sent to you by us or received from you. 

• Special Categories of Data: 

We may also collect the following special categories of personal data where it is necessary for the 

purposes set out in this Notice (please also see the section 10 (Special Categories of Data) for details about 

how we process this data): 

o information concerning your health and medical conditions (e.g. disability and dietary needs); 

o criminal acts caught on our CCTV cameras; and 

o diversity information about your racial or ethnic origin; religion or similar beliefs; and sexual 

orientation. 

In some cases, you are not obliged to provide any personal data to us, but if you have requested information or 

a service from us, we will not be able to provide it without certain information, such as your contact details.  
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3. How we will use your information 

We use information held about you in the following ways: 

• to process your application to use our services; 

• in the case of a third party whose personal information is provided to us, to process a potential client’s 

application to use our services; 

• to undertake checks such as identification verification checks with fraud prevention agencies to enable us 

to comply with our anti-money laundering obligations and for the purposes of crime prevention and fraud 

prevention; 

• to manage your relationship with us and to comply with our obligations arising from any contracts 

entered into between you and us, including the client agreement, and to provide you with the information, 

products and services that you request from us; 

• to help protect your information and prevent unauthorised access to it; 

• to deal with any queries, complaints or problems reported by you; 

• to generate statistics relating to use of our website, such as the popularity of certain features or services. 

We do not use personally identifiable information for these purposes; 

• to provide you with information about future events we hold or about the services we, or other members 

of the Brooks Macdonald Group, offer that may be similar to those that you have already engaged us to 

provide or have enquired about (you may opt out of receiving this information when we collect your 

details or at any time by contacting us using the contact details below); 

• if required to do so by law and to the extent necessary for the proper operation of our systems, to protect 

us/our customers, or for the enforcement of our client agreement; 

• to notify you of changes to our services; and 

• to help improve the services we provide to you. 

In respect of our events we may also process your personal data by: 

• creating biographies of attendees or a delegate or speaker list and distributing the biography/list to 

speakers and attendees (except in circumstances where it is appropriate to gain your consent); 

• sharing your information with sponsors of an event (except in circumstances where it is appropriate to 

gain your consent); 

• filming, photographing or otherwise recording the event and publishing such content on our website, 

social media accounts and other formats where it would not be necessary, appropriate or practicable to 

obtain your specific consent (for example, we may seek specific consent for prominent or impactful uses); 

• analysing who is attending our events (for example, by monitoring participation by socio-economic 

group); and 

• processing feedback to improve the quality of our events and marketing activities. 
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Unless otherwise stated in this Notice, the legal basis for our use of your personal data will be that this 

information is required for one or more of the legitimate interests described above. 

4. How We Protect Your Information 

We take appropriate security measures (including physical, electronic and procedural measures) to protect the 

confidentiality, integrity and availability of your personal information from unauthorised access and disclosure. 

For example, only authorised employees are permitted to access personal information, and they may do so only 

for permitted business functions. In addition, we use firewalls to help prevent unauthorised persons from 

gaining access to your personal information. 

5. Disclosure of Your Information 

We may disclose your information: 

• To businesses that are legally part of the same group of companies as Brooks Macdonald International, or 

that become part of that group; 

• To our brokers, dealers, IT providers, services providers and agents in order to provide and maintain the 

provision of the services; 

• To our appointed auditors, accountants, lawyers and other professional advisers, to the extent that they 

require access to the information in order to advise us; 

• To fraud prevention agencies and other organisations to allow us to undertake the checks set out below. 

We will supply details of such agencies on request; 

• To providers of investments or services we recommend, including providers of pensions, offshore bonds, 

onshore bonds, trusts, investment platforms, discretionary management services, mortgages, mortgage 

protection products, insurance products or other such products or services. We may also be required to 

share information with auditors appointed by the providers of such products or services; 

• If required to do so by the Jersey Financial Services Commission, the Guernsey Financial Services 

Commission, the Isle of Man Financial Services Authority or any relevant regulatory authority where they 

are entitled to require disclosure; 

• If required to do so to meet applicable law, the order of a Court or market rules and codes of practice 

applicable to the circumstances at the time; 

• To investigate or prevent fraud or activities believed to be illegal or otherwise in breach of applicable law; 

• If tax regulations require us to collect information about each investor’s tax residency. In certain 

circumstances (including if we do not receive a valid self-certification from you), we may be obliged to 

share information about your account with the relevant tax, payments and customs authority, who may 

pass this on to tax authorities in other jurisdictions; 

• In the event that we sell or buy any business or assets, in which case we will disclose your personal data 

to the prospective seller or buyer of such business or assets; or 

• If Brooks Macdonald International or substantially all of its assets are acquired by a third party, in which 

case personal data held by it about its clients may be one of the transferred assets. 
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We will not lend or sell your information to third parties. 

6. Anti-Money Laundering Checks 

Before we can begin providing you with our services, we need to obtain certain information about you, so that 

we can verify your identity in order for us to meet our obligations under the Criminal Justice (Proceeds of Crime) 

(Bailiwick of Guernsey) Law, 1999, the Money Laundering (Jersey) Order 2008, or the Proceeds of Crime Act 2008 

(each as may be amended, supplemented or replaced from time to time), and any other applicable legislation 

and for the purposes of crime prevention and fraud prevention (together, the “Money Laundering 

Regulations”).  

You are obliged to provide this information and if you do not provide it, we will be unable to provide you with 

our services. 

7. Fraud Prevention Checks 

As part of our application process we will arrange for automated checks to be carried out using your personal 

data, such as your name, postal address, date of birth, telephone numbers and employment status. These checks 

will be undertaken on our behalf by a third-party company that we have instructed to carry out this function for 

us. The checks will include identification verification checks and financial crime checks and involve us obtaining 

information from fraud prevention agencies and any records held by financial crime prevention agencies, on the 

Electoral Register and providers of utility services. 

We need to carry out these checks in order to meet our obligations under Money Laundering Regulations. The 

information obtained from these checks is used by us to determine if we can accept you as a client, whether 

further information is required or the application is rejected, based on factors such as whether we have been 

able to verify your identity and any records relating to financial crimes. 

We may carry out further periodic checks during the course of our relationship with you to verify the 

information we hold remains correct and that there has been no change in your status (for example when you 

are a politically exposed person or if you have been subject to a financial sanction). 

We may also provide information to financial and other organisations involved in fraud prevention to protect 

ourselves and our customers from theft and/or fraud. If false or inaccurate information is provided and fraud is 

identified or reasonably suspected, details will be passed to fraud prevention agencies who will record this. This 

information may also be accessed by law enforcement agencies. This information may be used by us, other Group 

companies and other organisations to prevent fraud and money laundering, for example, when processing 

applications for services or for debt recovery. 

8. Data Retention 

We will only keep your personal data for as long as we need to in order to fulfil the relevant purpose(s) it was 

collected for, as set out above in this Notice, and for as long as we are required or permitted to keep it by law. 

We retain copies of our customer contracts in order to enable us to deal with any legal issues and the information 

provided to us for identification verification checks, financial crime and anti-money laundering checks (as 

required by law) for not less than 10 years after termination or expiry of our contract with you. We retain details 

of complaints for not less than 10 years from the date of receipt. 
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We shall keep records of the following for not less than 10 years in accordance with the provisions of the 

Guernsey Financial Services Commission, the Jersey Financial Services Commission and the Isle of Man Financial 

Services Authority: 

• Call recordings, electronic communications and minutes of face-to-face meetings; 

• Suitability and appropriateness assessments; 

• Periodic statements (for example, valuations); and 

• All orders and transactions in financial instruments on your behalf (including information about your 

identity). Where applicable, we will keep records of pension transfers, pension conversions, pension opt-

outs or Free Standing Additional Voluntary Contributions indefinitely. 

9. Transferring Information Overseas 

We may share your personal information with our service providers, and this may involve transferring it to 

countries outside the Channel Islands or the Isle of Man whose data protection laws may not be as extensive as 

those which apply to us. Where we do so, we will ensure that we do this in accordance with Data Protection 

Laws and take appropriate measures to ensure that the level of protection which applies to your personal 

information processed in these countries is similar to that which applies within the Channel Islands and the Isle 

of Man. Such measures may include only transferring your data to jurisdictions which are authorised for the 

purposes of the Data Protection Laws. 

We may transfer your personal information between businesses that are legally part of the Brooks Macdonald 

group of companies for the purposes of providing our services to you.  

10. Special Categories of Data 

In limited circumstances, in order to provide some products or services to you, it may be necessary for us to 

process types of personal data that the relevant Data Protection Law considers falling into a special category 

(such as race, religion, health, sexual life or criminal record). 

This will be under the following circumstances: 

• where you have provided your explicit consent. Examples might include:  

o where you have provided information on your dietary requirements, allergies or where you inform 

us of the requirement for wheelchair access in respect of an in-person event at one of our premises; 

or  

o where, at our request, you have provided information about your medical history, including 

disabilities, diseases and injuries that you may have suffered and the treatments you have received 

(this could include information about hereditary, congenital or chronic conditions that may affect 

you); 

• where such processing is necessary for the establishment, exercise or defence of legal claims (including 

sharing with our insurers and legal advisers) or the prevention or detection of crime (for example, 

detecting criminal actions through the use of CCTV or reporting allegations to the police); 
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• where it is in your vital interests to do so and you are incapable of giving consent, for example to inform 

any specified emergency contact, the NHS or emergency services in the event of your illness or other 

emergency. 

You are free to withdraw your consent to our processing special category personal data at any time.  

In most circumstances, we will not need you to send us any reports or documents from your medical 

practitioners. You should never send these to us unless we specifically ask you to do so. 

11. Your Rights 

You have the following rights (unless exemptions apply), which can be exercised by contacting us using the 

details provided below. 

The right: 

• To ask us not to process your personal data for marketing purposes; 

• To access personal information held about you and to obtain a copy of it; 

• To prevent any processing of personal data that is causing or is likely to cause unwarranted and 

substantial damage or distress to you or another individual; 

• To request the rectification or completion of personal data which are inaccurate or incomplete; 

• To restrict or object to the processing of your personal data and to request its erasure under certain 

circumstances; 

• In certain circumstances, to receive your personal data, which you have provided to us, in a structured, 

commonly-used and machine-readable format and the right to transmit that data to another data 

controller without hindrance, or to have that personal data transmitted to another data controller, where 

technically feasible; 

• To be informed about any use of your personal data to make automated decisions about you, and to obtain 

meaningful information about the logic involved, as well as the significance and the envisaged 

consequences of this processing; and 

• To lodge a complaint about the way in which your personal data is being used by your Data Protection 

Authority: 

o the Office of the Information Commissioner (Jersey),  

o the Office of the Data Protection Commissioner (Guernsey) 

o the Isle of Man Information Commissioner (Isle of Man); and 

o the Information Commissioner's Office (UK). 

When you contact us to exercise any of the rights above, we may ask you to provide some additional information 

in order to verify your identity, such as your name, your address and proof of identity. 

If you would like to lodge a complaint or exercise any of your rights set out above, please contact us using our 

contact details below. 
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Alternatively, if you would like to contact your Data Protection Authority, please use the contact details below. 

Jersey: the Office of the Information Commissioner: https://jerseyoic.org/contact/  

Guernsey: the Office of the Data Protection Authority: https://odpa.gg/contact-us/   

Isle of Man: the Isle of Man Information Commissioner: https://www.inforights.im/contact-us/  

UK: the Information Commissioner’s Office: https://ico.org.uk/global/contact-us/  

We reserve the right to ask you to provide some additional information in order to verify your identity (such as 

your name, your address and proof of identity) should you choose to exercise any of your rights under the Data 

Protection Laws.   

Where we rely on your consent to use your personal data, you have the right to withdraw that consent at any 

time. 

If you have any questions about these rights (and/or on how to exercise them), or about how your personal data 

is used by us, you should contact us using the details below. 

12. Cookies 

Our website uses cookies to distinguish you from other users to enable us to provide you with a better 

experience when you browse our website and to allow us to improve our site.  For more information, please visit 

our Cookie Policy  ( www.brooksmacdonald.com/site-services/privacy-and-cookies ).  

13. Changes to our Privacy Notice 

We reserve the right to amend this Notice at any time. Any substantive changes we make to our Notice in the 

future will be notified to you in writing, and the most up-to-date version of it is available upon request. 

14. Contacting Us 

If you or any third party whose personal information you have supplied to us have any queries, comments or 

requests regarding this Notice or would like to exercise any of the rights set out above, we can be contacted at: 

E-mail: DPO@brooksmacdonald.com  

Post: 

Jersey: Data Protection Officer, Brooks Macdonald International, 5 Anley Street, St Helier, Jersey 

JE2 3QE  

Guernsey: Data Protection Officer, Brooks Macdonald International, First Floor, Royal Chambers, 

St Julian`s Avenue, St Peter Port, Guernsey, GY1 2HH 

Isle of Man: Data Protection Officer, Brooks Macdonald International, Exchange House, 54-62 Athol 

St, Douglas, Isle of Man, IM1 1JD 

UK and EEA: Data Protection Officer, Brooks Macdonald Group plc, 21 Lombard Street, London EC3V 
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